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individuals. A search of the information on a cell phone
bears little resemblance to the type of brief physical search
considered in Robinson.

We therefore decline to extend Robinson to searches of
data on cell phones, and hold instead that officers must
generally secure a warrant before conducting such a
search.

A

We first consider each Chimel concern in turn. In doing
so, we do not overlook Robinson’s admonition that searches
of a person incident to arrest, “while based upon the
need to disarm and to discover evidence,” are reasonable
regardless of “the probability in a particular arrest situa-
tion that weapons or evidence would in fact be found.” 414
U. S., at 235. Rather than requiring the “case-by-case
adjudication” that Robinson rejected, ibid., we ask instead
whether application of the search incident to arrest doc-
trine to this particular category of effects would “untether
the rule from the justifications underlying the Chimel
exception,” Gant, supra, at 343. See also Knowles v. Iowa,
525 U. S. 113, 119 (1998) (declining to extend Robinson to
the issuance of citations, “a situation where the concern
for officer safety is not present to the same extent and the

concern for destruction or loss of evidence is not present at
all”).

1

Digital data stored on a cell phone cannot itself be used
as a weapon to harm an arresting officer or to effectuate
the arrestee’s escape. Law enforcement officers remain
free to examine the physical aspects of a phone to ensure
that it will not be used as a weapon—say, to determine
whether there is a razor blade hidden between the phone
and its case. Once an officer has secured a phone and
eliminated any potential physical threats, however, data
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